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Methodical Guidelines to Help Simplify the 
Process of Selecting an Organization That Best 
Suits Your Entity

Rita Isnar

The heightened focus on health care fraud, waste, 
and abuse continues to evolve and steadily climb 
given political and fi scal pressures that both fed-

eral and state governments currently face. As such, the 
Offi ce of Inspector General (OIG) frequently negotiates 
compliance obligations with health care providers and 
other organizations as part of a settlement of federal 
health care program investigations.

These investigations arise under a variety of civil 
false claims statutes, which may result in a comprehen-
sive corporate integrity agreement (CIA). A CIA is an 
agreement in which the provider or entity consents to 
these obligations as part of “the civil settlement and in 
exchange for the OIG’s agreement not to seek an exclu-
sion of that health care provider or entity from partici-
pation in Medicare, Medicaid, and other federal health 
care programs.”1 It should be noted that entities or pro-
viders who settle these cases deny liability or that al-
leged conduct was committed.

COMMON FEATURES AMONG CIAS

If an entity or provider enters into a comprehensive CIA, 
certain obligations must be met. The typical term of a CIA 
is fi ve years. As outlined by the OIG, the more compre-
hensive integrity agreement includes requirements to: 

hire a compliance offi cer/appoint a compliance com-
mittee;
develop written standards and policies;
implement a comprehensive employee training program;
establish a confi dential disclosure program;
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restrict employment of ineligible persons;
report overpayments, reportable events, 
and ongoing investigations/legal pro-
ceedings;
provide an implementation report and 
annual reports to the OIG on the status 
of the entity’s compliance activities; and
retain an independent review organiza-
tion (IRO) to review claims submitted to 
federal health care programs.2

In sum, the CIA makes the seven elements 
of an effective compliance program reiterat-
ed in numerous OIG compliance guidance 
documents mandatory. Further, CIAs require 
various types of audits and reviews to ensure 
compliance with case-specifi c incidents under 
scrutiny (off-label use of drugs, inappropriate 
billing or marketing practices, et cetera).

CRITICAL TO CLARIFY SCOPE OF THE CIA
The OIG further notes that while “many CIAs 
have common elements, each agreement ad-
dresses, in part, the specifi c facts of the con-
duct at issue. CIAs often attempt to accommo-
date and recognize many of the elements of 
pre-existing voluntary compliance programs.”3

This is an opportunity to ensure that the scope 
and breadth of your entity’s CIA is clearly out-
lined and suffi ciently specifi c.

In most cases, compliance program require-
ments as outlined above and claims reviews 
are fairly straightforward as long as parame-
ters of what constitutes an “error” are predeter-
mined. In some instances, however, CIAs are 
developed in response to issues or alleged mis-
conduct that require program evaluations and 
monitoring rather than claims reviews. Before 
the CIA is fi nalized, we strongly recommend 
clarifying scope and objectives in these in-
stances. This can be done with the assistance 
of legal counsel and consultants that special-
ize or have considerable experience in a given 
area depending on the alleged conduct.

WHERE TO START IN SELECTING THE RIGHT 
IRO? 
The OIG does not assist entities or provid-
ers in choosing an IRO. Furthermore, the 
OIG does not endorse any propriety prod-

ucts, nor will it indicate which IRO(s) it be-
lieves are most qualifi ed.4 Therefore, it is 
up to the entity or provider to determine 
the most appropriate organization to en-
gage as IRO.

Typically, entities such as consultants, cer-
tifi ed public accountant (CPA) fi rms, and/
or law fi rms are engaged to perform such 
tasks. Most CIAs include language where 
the OIG has the opportunity to approve or 
deny the entity’s or provider’s choice of IRO 
within 30 days after the OIG receives writ-
ten notice of the identity of the IRO.

There are many ways in which to identi-
fy a potential IRO. The best approach is the 
old fashioned “word of mouth” referrals. 
Referrals may come from health care attor-
neys, consultants, colleagues, compliance 
offi cers, et cetera. Compliance in the health 
care industry is a relatively small commu-
nity, and experienced compliance offi cers 
or health care attorneys can serve as a con-
duit to a number of organizations that can 
serve as an IRO. Trade organizations, con-
ferences, and publications also may pro-
vide organizations ideas of who to contact 
for this type of service. There are various 
ways in which to identify an IRO that best 
suits the entity’s or provider’s needs.

Once proposed IRO options have been 
identifi ed, at a minimum the following is a 
list of considerations to facilitate in evaluat-
ing your identifi ed options:

Qualifi cations: Can the proposed IRO ac-
tually perform the tasks outlined in your 
CIA (e.g., claims reviews, cost report re-
views, systems reviews, drug pricing re-
views, other)? Do they have suffi ciently 
qualifi ed personnel, suited to the orga-
nization’s or provider’s size, need, com-
plexity, and sophistication?
Resources: Can the proposed IRO effec-
tively staff a fi ve-year long engagement? 
Can the organization demonstrate its fi -
nancial viability as an organization?
Experience: Can the proposed IRO effec-
tively manage the competing stakehold-
er interests at hand in a balanced and 
fair manner? An experienced IRO will 
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be able to manage reporting effectively 
and communicating with both the entity 
or provider and the OIG in a clear, con-
sistent, and effi cacious manner.
Professionalism: Does the proposed IRO 
have the sophistication to handle a straight 
forward and/or complex case? If the case 
is complex, can the proposed IRO work 
with all stakeholders appropriately (only) 
in its capacity as IRO to facilitate the pro-
cess? The experienced IRO will know 
how to handle complicated issues appro-
priately and in a timely manner.
Cost:  Are the proposed IRO’s costs and 
charges competitive? Obtaining at least 
three to fi ve proposals will give the entity or 
provider a good indication of the “average” 
charges for the proposed scope of work.
Referrals and Reputation: Does the pro-
posed IRO come with recommendations 
from colleagues, attorneys, other com-
pliance offi cers? Ask who exactly will be 
working on the contract as a good work-
ing relationship is critical for a “success-
ful” fi ve-year long engagement.
Independence and Objectivity: Is the pro-
posed IRO independent and objective?

HOW TO ENSURE INDEPENDENCE

To be sure, as referenced in Thomas Herr-
mann’s article published in the Journal of 
Health Care Compliance in the March/April 
2010 issue, titled “Independent Review Or-
ganizations Must Meet GAO “Yellow Book” 
Standards,” an IRO conducting perfor-
mance audits in relation to a CIA must be 
independent. For a more comprehensive 
discussion on meeting GAO “Yellow Book” 
standards, we refer you to this article.

Specifi cally, the (i) audit organization 
should not perform management functions 
or make management decisions; and (ii) audit 
organizations should not audit their own work 
or provide nonaudit services in situations in 
which the nonaudit services are signifi cant/
material to the subject matter of the audits.5

The OIG has furnished guidelines to fa-
cilitate an IRO’s assessment of its indepen-
dence and objectivity with respect to CIA 

reviews.6 The following are specifi c exam-
ples the OIG cites of nonaudit services fur-
nished by an IRO to an entity that would not
present an impairment: 

IRO personnel furnish general compli-
ance training that addresses the require-
ments of the provider’s CIA and intro-
duces employees to the provider’s over-
all compliance program.
IRO performs routine tasks relating to 
the provider’s confi dential disclosure 
program, such as answering the confi -
dential hot line or transcribing the alle-
gations received via the hot line.
IRO performs ineligible persons screen-
ing by entering the employee names into 
the exclusion databases and providing the 
screening results back to the provider.
IRO conducts compliance program evalu-
ation for provider before CIA is executed.
IRO provides personnel to perform work 
plan procedures that are developed by 
the provider’s internal audit department 
and are not related to the subject matter 
of the CIA reviews.
IRO furnishes consulting services to the 
provider under an engagement that is 
completed prior to the start of the CIA 
reviews and the services (1) are not re-
lated to the subject matter of the CIA re-
views and (2) do not involve the perfor-
mance of the management functions.
IRO performs an assessment of the 
strengths and weaknesses of the provid-
er’s internal controls, even if those con-
trols are related to the subject matter of 
the CIA review, as long as the IRO is not 
responsible for designing or implement-
ing corrective action based on its inter-
nal controls assessment, or otherwise 
performing management functions.  
The following are specifi c examples the 

OIG cites of nonaudit services furnished by 
an IRO to an entity that would present an 
impairment: 

A provider uses a billing system or cod-
ing software that was developed or de-
signed by the IRO and the IRO is being 
engaged to perform a claims review.
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IRO personnel furnish specifi c training 
that addresses the subject matter of the 
CIA review.
IRO engages in management decisions 
and develops the provider’s policies, pro-
cedures, or internal control systems.
IRO participates in decision making relat-
ing to the confi dential disclosure of the 
program, such as determining which al-
legations warrant further investigation or 
the appropriate corrective action to take 
in response to compliance allegations.
IRO performs an assessment of the 
strengths and weaknesses of the provid-
er’s internal controls associated with the 
specifi c risk areas that are addressed in 
the CIA and is engaged by the provider 
to design or implement new processes 
or internal controls that relate to the sub-
ject matter of the CIA reviews.
The provider outsources its internal au-
dit function to the IRO.
IRO is engaged to provide consulting 
services to the provider during the term 

of the CIA on a matter that is related to 
the subject matter of the CIA reviews.

CONCLUSION

Selecting a well-suited IRO for your orga-
nization or entity can be a tedious task in 
and of itself during what can be a stress-
ful process. This article outlines some me-
thodical guidelines to assist in simplifying 
this process.  

Endnotes:
1.  oig.hhs.gov/fraud/cias.asp; False claims submitted 

in violation of the False Claims Act or Civil Monetary 
Penalties Law give rise to the OIG’s permissive 
exclusion authority under 42 U.S.C.1320a-7(b)(7).

2.  oig.hhs.gov/fraud/cias.asp.
3.  oig.hhs.gov/fraud/cia/faq.asp.
4.  oig.hhs.gov/fraud/cia/faq.asp#q2.
5.  “Frequently Asked Questions Related to IRO 

Independence,” oig.hhs.gov/fraud/cia/docs/IRO_
independence_FAQ_2004.pdf.

6.  “OIG Guidance on IRO Independence and 
Objectivity,” oig.hhs.gov/fraud/cia/docs/OIG_
guidance_on_IRO_independence_2010.pdf.
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